Win32API Interceptor
Monitoring Windows API calls

The project’s goal: To create an application that is able to log all Win32API function calls that were issued by a user specified process/application
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The Detours Technology

The system is built using the Detours technology, that was developed by Microsoft researchers.

- No access to source code is needed.
- Interception code is applied dynamically at runtime.
- The original code is modified in memory only.

Diagram: How Detours change the original functions' calling sequence
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